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information collection and dissemina-
tion for the criminal intelligence sys-
tem. This official shall certify in writ-
ing that he or she takes full responsi-
bility and will be accountable for the
information maintained by and dis-
seminated from the system and that
the operation of the system will be in
compliance with the principles set
forth in § 23.20.

(d)(1) Where the system is an inter-
jurisdictional criminal intelligence
system, the governmental agency
which exercises control and supervision
over the operation of the system shall
require that the head of that agency or
an individual with general policy-
making authority who has been ex-
pressly delegated such control and su-
pervision by the head of the agency:

(i) Assume official responsibility and
accountability for actions taken in the
name of the joint entity, and

(ii) Certify in writing that the offi-
cial takes full responsibility and will
be accountable for insuring that the in-
formation transmitted to the inter-
jurisdictional system or to partici-
pating agencies will be in compliance
with the principles set forth in § 23.20.

(2) The principles set forth in § 23.20
shall be made part of the by-laws or op-
erating procedures for that system.
Each participating agency, as a condi-
tion of participation, must accept in
writing those principles which govern
the submission, maintenance and dis-
semination of information included as
part of the interjurisdictional system.

(e) Intelligence information will be
collected, maintained and disseminated
primarily for State and local law en-
forcement efforts, including efforts in-
volving Federal participation.

§ 23.40 Monitoring and auditing of
grants for the funding of intel-
ligence systems.

(a) Awards for the funding of intel-
ligence systems will receive specialized
monitoring and audit in accordance
with a plan designed to insure compli-
ance with operating principles as set
forth in § 23.20. The plan shall be ap-
proved prior to award of funds.

(b) All such awards shall be subject
to a special condition requiring compli-
ance with the principles set forth in
§ 23.20.

(c) An annual notice will be published
by OJP which will indicate the exist-
ence and the objective of all systems
for the continuing interjurisdictional
exchange of criminal intelligence infor-
mation which are subject to the 28 CFR
part 23 Criminal Intelligence Systems
Policies.
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AUTHORITY: 5 U.S.C. 504(c)(1).

SOURCE: Order No. 975–82, 47 FR 15776, Apr.
13, 1982, unless otherwise noted.

Subpart A—General Provisions
§ 24.101 Purpose of these rules.

These rules are adopted by the De-
partment of Justice pursuant to sec-
tion 504 of title 5, U.S. Code, as amend-
ed by section 203(a)(1) of the Equal Ac-
cess to Justice Act, Public Law No. 96–
481. Under the Act, an eligible party
may receive an award for attorney fees
and other expenses when it prevails
over the Department in an adversary
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